TRACKERMAP - TECHNICAL DEFINITIONS

LIVE & HISTORICAL

Prevalence view

When scanning elements (tags, cookies, etc.),
instantly or within a timeframe, the system
requests a count, looking for frequency.

Tag Vendor Type (Tag Purpose)

Created within the BUGS Db, a pattern matcher
reviews each company application, which has a
“type ID ", and identifies and matches these IDs
to one of 7 internal categories.

Isolations and Tag Chain

Double-click a node to isolate and initiate a 'vendor
filter’, which highlights only the nodes related to the
original call and its direct children.

Tag Chain looks at child tag load numbers and presents
the most prevalent chain, along with average latency
numbers for each tag along the chain.

Note: Live scan has a more dependable tag chain, as
there is less data to filter with a single webpage.

Latency view

The system measures the time between each tag being called
to when it fully loads, then calculates the average.

Note: There are no thresholds for latency calculations,
meaning the system does NOT throw out any tag that takes too
little or too long to load.

Note: The size of the nodes are based on the latency number.

Relationships and Resource Weight

The Relationship [direction of communication/resource request]

is defined by grey arrows and the size of the arrow indicates the
amount of point to point communication happening.

Resource Weight indicates the size of the node, and is the count of
how many times the tag is called within the [instant or weekly] scan.

Filters

Non-secure Tags: When an HTTPS page has an HTTP tag, it can

throw a browser warning as a potentially non-secure page.
The system runs a “protocol change check” to identify these tags.

New Tags (Historical onlyl: When scanning, the system marks any
new tag that wasn't in the system the previous week.
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